Questionnaire de fin de séance

# Questions générales :

1. Quels sont les mots qui vous ont le plus marqué ? Pourquoi ? (en quelques mots)
2. Quelles définitions en avez-vous retenu ?
3. Quelles mauvaises pratiques avez-vous retenu ?
4. Quelles bonnes pratiques avez-vous retenu ?

# Questions techniques :

1. Quelles sont les règles à respecter lors du choix d’un mot de passe ?
2. Quelle est la première chose à faire lorsque vous trouvez un contenu illégal/inapproprié sur internet ?
3. Quels sont les éléments à vérifier et les choses à ne pas faire lorsque vous recevez un mail douteux ?
4. Les éléments suivants sont-ils des données personnelles ? :
   1. Votre nom
   2. Votre date de naissance
   3. Votre religion
   4. La couleur de votre tee-shirt
   5. Votre adresse IP
   6. Vos résultats d’analyse de sang
5. En quoi les données biométriques sont-elles sensibles ?
6. Quel est le nom de la loi qui impose les règles de récolte et traitement des données personnelles ?
7. Quel est le nom de la loi de lutte contre le téléchargement illégal ?
8. La navigation privée vous protège-t ’elle des autres utilisateurs de votre ordinateur ? De votre fournisseur d’accès internet ?
9. Pourquoi dit-on qu’internet pollue ?
10. Pourquoi est-il important de faire les mises à jour rapidement ?
11. Wikipedia est-il une source d’informations fiable ?

# Questions thématiques :

## Amis virtuels :

* Est-ce que via vos réseaux sociaux, des jeux en ligne, des forums, vous êtes amenés à discuter en ligne ? Avec qui ?
* Est-ce que vous discutez parfois avec des gens que vous n’avez jamais rencontré dans la vraie vie, des amis virtuels ?
* Qu’est-ce que vous partagez avec eux ? Quelles données ?
* Est-ce qu’un inconnu vous a déjà demandé des informations qui vous ont paru louches ?
* Est-ce qu’un inconnu vous a déjà proposé de vous rencontrer dans la vraie vie ?
* Comment réagissez-vous dans ces cas-là ? Comment réagir ?

## Cyberharcèlement :

* Qu’est-ce que le cyberharcèlement ? Quelles en sont les conséquences et les dérives selon vous ?
* Est-ce que vous avez déjà été impliqué(e) ou témoin d’une situation de cyberharcèlement (auteur, victime) ? Si oui, comment avez-vous réagi ?
* Quelle attitude devrait-on adopter lorsque l’on est témoin de cyberharcèlement ?
* Quelle attitude devrait-on adopter lorsque l’on est victime de cyberharcèlement ? Pensez-vous modifier certains de vos comportements en ligne suite à notre discussion ? Si oui, lesquels ?

## Phishing :

* Est-ce que vous avez déjà reçu un mail d’une adresse inconnue avec du contenu bizarre ?
* Avez-vous reçu des demandes pour compléter vos données ou informations personnelles ?
* Avez-vous reçu un mail paraissant légitime (incluant logo qu’on reconnait) et qui vous renvoyait, in fine, à une page de destination bizarre ?

## Challenges :

* Est-ce que vous avez déjà entendu parler d’un challenge circulant sur la toile ? Est-ce que vous avez déjà entendu parler du «Blue whale challenge » ou du défi de la cannelle ? Qu’est-ce que c’est ?
* Vous a-t-on déjà poussé à participer à ce type de challenge ? Comment avez-vous réagi ?

## Chantage :

* Est-ce que vous avez déjà été victime de chantage en ligne ? Qu’est-ce que peut être le chantage en ligne ?
* Est-ce que vous avez déjà entendu parler du Momo Challenge ? Du chantage à la webcam ?
* Comment est-ce que vous réagiriez si vous étiez victime de chantage en ligne ?

## Vie privée :

* Qu’est-ce que la vie privée pour vous ? Est-ce que vous vous êtes déjà retrouvé(e) dans des situations que vous avez jugé « intrusives » ? Si oui, lesquelles ?
* Que faites-vous sur la toile pour protéger votre vie privée ?
* Quelles données évitez-vous de partager sur la toile ? Qu’est-ce qu’une donnée personnelle ?
* Est-ce que dans la vraie vie, vous les dévoilez facilement et pourquoi ? Est-ce que vous en partagez certaines en ligne ? Via quels canaux ?
* Savez-vous ce qu’est la géolocalisation ? Est-ce une donnée sensible selon vous ? Pourquoi ? Avez-vous des exemples d’applications qui utilisent votre géolocalisation  ?

## Fake news :

* Est-ce qu’il est possible de trouver des fausses informations sur Internet ?
* Cela vous est-il déjà arrivé ? Comment vous en êtes-vous rendu compte ?
* Pour vos exposés comment vérifiez-vous les informations que vous trouvez sur Internet ?
* Plus largement, comment peut-on vérifier si une information est correcte ou non ?

## Mot de passe :

* Sur quels réseaux sociaux avez-vous un compte ?
* Comment choisissez-vous votre mot de passe ?
* Est-ce que vous utilisez le même mot de passe pour chacun de vos comptes ?
* Est-ce que vous avez déjà donné votre mot de passe à un ami ?

## Signalement :

* Avez-vous déjà été confronté sur Internet à une photo / une vidéo qui vous a mis mal à l’aise ?
* Si oui, lesquels et pourquoi ?
* Comment avez-vous réagi ?
* Est-ce qu’une photo de vous qui ne vous plaisait pas a déjà circulé sur la toile ?
* Que pourrait-on faire dans ces cas-là ?

## Cellule d’écoute :

* Si l’une des situations précédemment évoquées vous arrivait, à qui est-ce que vous en parleriez ?